
 
Cyber incidents continue to grow in frequency, impact and complexity, 
affecting FINRA member firms of all sizes. Preparing for these events 
through realistic, structured exercises helps firms strengthen 
coordination, clarify roles and identify gaps—before a real-world 
incident occurs.  

With that in mind, FINRA is hosting a series of Cyber Workshops and 
Tabletop Exercises (TTXs) designed to help FINRA member firms 
strengthen their cyber readiness, reinforce internal controls, and better 
understand expectations around safeguarding customer data and 
maintaining operational resilience. Each one simulates a real-world 
incident or threat and provides practical information for developing a 
response. 

These events are designed not just to meet today’s regulatory 
expectations, but to position firms to adapt to tomorrow’s risks with the 
evolving risk landscapes. 

 

Developed For: 

• Chief Compliance Officers and Firm Leadership 

• Compliance and Cyber/IT Personnel 

• Business Line Leadership 

• Legal, Human Resources and Communications Staff 

• Risk and Audit Professionals 

 

 

 

 

 

 
Visit FINRA’s Workshops page for the most up-to-date list of 

FINRA’s workshops and TTX offerings. 
 

Benefits for FINRA Member Firms: 

• Gain greater awareness of current and 
emerging cyber threats 

• Enhance vulnerability assessment skills, 
response protocols, and key stakeholder 
alignment across multiple business 
functions 

• Develop a clear understanding of 
regulatory expectations related to 
safeguarding customer information, 
implementing incident response plans, 
and more 

• Exchange ideas with peers and discover 
shared challenges and effective practices 

• Receive actionable insights and 
observations from FINRA cybersecurity 
experts 

 

https://www.finra.org/events-training/conferences-events/compliance-workshops

